US009485196B1

a2 United States Patent (10) Patent No.: US 9,485,196 B1
Sankaran et al. 45) Date of Patent: Nov. 1, 2016
(54) INTERNAL PACKET STEERING WITHIN A 2008%303494’?553 ill lgggéé g'lo(iiiland et al.
manu
WIRELESS ACCESS GATEWAY 2011/0069701 A1*  3/2011 Wu ...oeoveviennnnne HO04M 7/125
) . 370/352
(71)  Applicant: Juniper Networks, Inc., Sunnyvale, 2013/0003736 Al 1/2013 Szyszko et al.
CA (US) 2013/0007237 Al 1/2013 Mehta et al.
(72) Inventors: Krishna Sankaran, Milpitas, CA (US); OTHER PUBLICATIONS
Huiyang Yang, Cupertino, CA (US);
Santosh Gupta, Fremont, CA (US); Plummer, an Ethernet address resolution protocol, 1982.*

3GPP TR 23.852 V1.0.0 (Dec. 2011), “3rd Generation Partnership
Project; Technical Specification Group Services and System
Aspects; Study on S2a Mobility based on GTP & WLAN access to
EPC (SaMOG); Stage 2 (Release 11),” Technical Report, Dec. 2011,

Prasad Chigurupati, Cupertino, CA
(US); Bin W. Hong, San Jose, CA (US)

(73) Assignee: Juniper Networks, Inc., Sunnyvale,

40 pp.
CA (US) U.S. Appl. No. 13/248,834, filed Sep. 9, 2011 and entitled “Mobile
Gateway Having Reduced Forwarding State for Anchoring Mobile
(*) Notice:  Subject to any disclaimer, the term of this Subscribers”.
patent is extended or adjusted under 35
U.S.C. 154(b) by 169 days. * cited by examiner
(21) Appl. No.: 13/957,201 Primary Examiner — Vinncelas Louis
(74) Attorney, Agent, or Firm — Shumaker & Sieffert,
(22) Filed: Aug. 1, 2013 PA.
(51) Int. CL (57) ABSTRACT
HO4L 12/933 (2013.01) In general, techniques are described for steering data traffic
HO4L 12/741 (2013.01) f bscrib ion f twork interf: "
HO4L 12/875 (2013.01) or a subscriber session from a network interface of a

HO4L 12/28 (2006.01) wireless access gateway to an anchoring one of a plurality of
’ forwarding units of the wireless access gateway using a

(52) IéOSétLC]l2/937 (2013.01) layer 2 (L2) address of the data traffic. For example, a
cre HO4L 49/15 (2013.01); HO4L 45/745 wireless access gateway for a wireless local area network

(WLAN) access network is described as having a decen-
tralized data plane that includes multiple forwarding units
for implementing subscriber sessions. Each forwarding unit
may present a network interface for sending and receiving
network packets and includes packet processing capabilities
to enable subscriber data packet processing to perform the
. functionality of the wireless access gateway. The techniques
(6 References Cited enable steetr?i/ng data traffic for a givin suchriber sessioqn to
U.S. PATENT DOCUMENTS a particular one of the forwarding units of the wireless
access gateway using an 1.2 address of the data traffic.

(2013.01); HO4L 12/2896 (2013.01); HO4L
47/568 (2013.01); HO4L 49/254 (2013.01)
(58) Field of Classification Search
None
See application file for complete search history.

8,127,350 B2 2/2012 Wei et al.
8,184,540 B1* 5/2012 Perlaetal. .....cccc...... 370/235 21 Claims, 4 Drawing Sheets

WIRELESS ACCESE :
222§ ATEWAY /

ELS

355 | FORWARDING
WARELESS LAN uUMIT

ACCESS NETWORK 268 ey
11 |

21, Nze o] FORWARDING
umIT

@) —|Z§& 108

RON-3GPP REYWORKS cia

PLMN . L ;

CELLUIAR SJOBIE -2 PACKET DATA
"y \TEWA -
RETWORK AT RETWORK

[}

{ SERVICE
» PROVIDER
" RETWORK




US 9,485,196 B1

Sheet 1 of 4

Nov. 1, 2016

U.S. Patent

i MHOMEIN |
! HICHACU | boesid
! IOIANIS |
i i
Fd ! z W
: RUOMLIN
HEOMIIN et W, .“-V AVARILYD P —_ M
YiYQ IR0V 8z | THBOW *
| 1
| A |
{ i
! !
! !
! !
oo i
6 o 3 m
i UIAUIE ;
i | vy |
! NN
-y W |||||||||||||||||||||||||||| i
ess
DAUOMLIN ddDE-NON
51 4
Vot YoZ
Linn —
ONITHVMNOS ﬁ
[ ]
.
I P § ™
NOT _ NOZ MEOMLIN §5300Y
LING —— NYTSSTIIUIM
ONIGUTAREOS E
37
AVAMILYD 417
(&)
[4 \1 STV SSTTTHIM G




US 9,485,196 B1

Sheet 2 of 4

Nov. 1, 2016

U.S. Patent

A ? A & Did
: 09
ny £ 09 "y m
ezs :
H - ||F\ 111111111111111111111111111111111111111111111111 11<|m.1.| T T
H p— —— s i
j DS — 708 — : ;
i e | NP5 e | 895 : !
| 5341 _ N%S _ o 534t gss | |
. H
M L y — - _ I." m
! NEv oz 5o o7 vEY V3T !
V]| wossanodd SEXTINGD ¢o0 HOSSI0% SIXILNOD YOSEIIOU sixaNes ||
! LV | noissas 13W0V | Noissis LDV NOISSIS L
| ; N go¢
i AT e GAT o— : THET ey |
! ot — 701 o " 701 ﬁ i
| LIND "S0Md LIN0 DM | LN DAME w
S i?« ,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, Y S ——————— N Y W ———
L A
_ T LTt _
95 — A : 2 4
oo A 2 S T K
| e v |
P — .
” | = ) Gkl -« I - |
“ e | HIYNYIN p| HIDYNYIN IDHOSIY ”
i =" NOISS3S ,
! N e !
“ | 5% | A H
| | @oma | . y |
; Dl vz vE - w
: ="y SIMALNOD FINGon \
! ¥ W NOISSIS DNILAOY i A
| | vy | ¥oF ”
| B —_—
pau Dt LINT 3IAUSS = M
Y f
9 | o (_ ., LINA ONILNOY |



US 9,485,196 B1

Sheet 3 of 4

Nov. 1, 2016

U.S. Patent

£ "Old

L4330V

FISNOASIY
JXILNOD40d 3LVRID

60T \

J

3

507 ~

NOUYILINIHINY 4¥3

oy

vy

YOt -

AYMILYS 55320V SSTTIHIM

0% -/

. LINA ONIGEYMYEO3 _
| YOHONY JHL HO4 SSIHAAY | 1SIN03Y dyY
] 21 oRigiong Aid38 duy angs | |
! -/ _
_ zzt _ !
| |
| NIV dIHG - 153103 dOHT
| _
“ 251 / _ _ A 9EY /
“ ¥IHH0 A3HG - _ HIAQDEIA dIHG
| |
| it | ; | W
| I
. 14399V 5530V |
| |
A
“ — _
| i
. VAYT NOISS3S IHOLS |
| |
| A o1t |
| ] !
< M 1S3NDIY IXAINOD-dQd ALVIUD | |
| |
} BOE - A |
. |
. $53AAY |
TNV ML GILVIDOSSY LNG | |
| | oNIgNYANO HOHONY 1373 _
| st |
M “ NOLLYILNIHLNY dv3
| |
| |
| |

AVAMILVYD TUBOW

AT SSTFYIM



U.S. Patent Nov. 1, 2016 Sheet 4 of 4 US 9,485,196 B1

200
r‘

RECEIVE A PACKET WITH AN INGRESS FORWARDBING
UNIT

l ~ 202

DETERMINE THE DESTINATION L2 ADDRESS
OF THE PACKET

204
/

LOOGKUP THE DESTINATION L2 ADDRESS TO IDENTIFY
THE ANCHOR FORWARIDNG UNIT USING A LOOKUP
TABLE THAT MAPS L2 ADDRESSES RESPECTIVE
FORWARDING UNITS

206
/

INTERNALLY FORWARD THE PACKET TO THE ANCHOR
FORWARDING UNIT

FIG. 4



US 9,485,196 Bl

1
INTERNAL PACKET STEERING WITHIN A
WIRELESS ACCESS GATEWAY

TECHNICAL FIELD

The disclosure relates to computer networks and, more
specifically, to wireless access networks.

BACKGROUND

Use of wireless endpoint devices for accessing computer
data networks has recently increased dramatically. These
wireless endpoint devices, or more simply “wireless
devices,” provide a platform for both cellular phone calls
and cellular-based access to computer data services. For
example, a typical cellular radio access network is a collec-
tion of cells that each includes at least one base station
capable of transmitting and relaying signals to subscribers’
wireless devices. A “cell” generally denotes a distinct area of
a mobile network that utilizes a particular frequency or
range of frequencies for transmission of data. A typical base
station is a tower to which are affixed a number of antennas
that transmit and receive the data over the particular fre-
quency. Wireless devices, such as cellular or mobile phones,
smart phones, camera phones, personal digital assistants
(PDAs) and laptop computers, may initiate or otherwise
transmit a signal at the designated frequency to the base
station to initiate a call or data session and begin transmitting
data.

Mobile service provider networks convert cellular signals,
e.g., Time Division Multiple Access (TDMA) signals,
Orthogonal Frequency-Division Multiplexing (OFDM) sig-
nals or Code Division Multiple Access (CDMA) signals,
received at a base station from wireless devices into Internet
protocol (IP) packets for transmission within packet-based
networks. A number of standards have been proposed to
facilitate this conversion and transmission of cellular signals
to IP packets, such as a general packet radio service (GPRS)
standardized by the Global System for Mobile Communi-
cations (GSM) Association, a Universal Mobile Telecom-
munications System (UMTS) architecture, an evolution of
UMTS referred to as Long Term Evolution (LTE), mobile IP
standardized by the Internet Engineering Task Force (IETF),
as well as other standards proposed by the 3" Generation
Partnership Project (3GPP), 3" Generation Partnership Proj-
ect 2 (3GGP/2) and the Worldwide Interoperability for
Microwave Access (WIMAX) forum.

A typical 3GPP mobile service provider network, also
“mobile network™ or “cellular network,” includes a core
packet-switched network, a transport network, and one or
more radio access networks. The core packet-switched net-
work for the mobile network establishes logical connections,
known as bearers, among the many service nodes on a path
between a wireless device, attached to one of the radio
access networks, and a packet data network (PDN). The
service nodes then utilize the bearers to transport subscriber
data traffic exchanged between the wireless device and the
PDN, which may include, for example, the Internet, an
enterprise intranet, a layer 3 VPN, and a service provider’s
private network. Various PDNs provide a variety of packet-
based data services to wireless devices to enable the wireless
devices to exchange subscriber data with application or
other servers of the PDNs. The increasing number of ser-
vices available to an increasing number of mobile subscriber
devices pressures available mobile network resources.

A mobile network gateway or simply “mobile gateway” is
a service node of the mobile service provider network that
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2

operates as a gateway to the PDNs and functions as the
anchor point for wireless device mobility. The mobile gate-
way applies policy and charging rules to subscriber data
traffic between the PDNs and wireless devices to perform
charging functionality and manage service connections to
ensure an efficient utilization of core, transport, and radio
network resources. Different services, such as Internet,
E-mail, voice, and multimedia, have different quality of
service (QoS) requirements that, moreover, may vary by
subscriber.

The ubiquitous use of wireless devices and the ever-
increasing desire by subscribers for fast network access has
presented many challenges. For example, the ubiquitous use
of cellular wireless devices have placed a high demand for
data services over the service provider’s mobile network,
often straining the mobile network and resulting in delayed
or lost data communications. Some wireless devices how-
ever, in addition to supporting connections to a PDN via a
radio interface to the cellular mobile network, also (or in
many cases alternatively) support wireless capabilities to
exchange data by a wireless local area network access
(WLAN) network that is separate from the cellular network
of the mobile service provider. For example, many wireless
devices include a WL AN interface that provides data service
when in the presence of a Wi-Fi “hotspot” or other WLAN
access point (AP), including Wi-Fi Access Points. Other
examples of such wireless capabilities may include Blu-
etooth or Near Field Communication (NFC). When in the
presence of a WLAN access network, a mobile subscriber
may transition the data services of the wireless to the WLAN
so as to accelerate data transmissions, reduce costs, and
avoid any delays associated with the mobile service provider
network. A wireless access gateway for the WLAN access
network, such as a WLAN access gateway, may provide
network access to the cellular mobile network by an inter-
face with the mobile gateway.

SUMMARY

In general, techniques are described for steering data
traffic for a subscriber session from a network interface of a
wireless access gateway to an anchoring one of a plurality of
forwarding units of the wireless access gateway using a
layer 2 (L2) address of the data traffic. For example, a
wireless access gateway for a wireless local area network
(WLAN) access network is described as having a decen-
tralized data or forwarding plane that includes multiple
forwarding units, coupled by a high-speed switching fabric,
for implementing subscriber sessions. The forwarding units
typically provide multiple physical interface cards (PICs)
together with one or more packet processors on a single
board insertable within a wireless access gateway chassis.
Each forwarding unit thus presents a network interface for
sending and receiving network packets and also includes
packet processing capabilities to enable subscriber data
packet processing to perform the functionality of the wire-
less access gateway. The techniques enable steering data
traffic for a given subscriber session to a particular one of the
forwarding units of the wireless access gateway using an [.2
address of the data traffic, where the particular forwarding
unit to which the data traffic is steered provides subscriber-
specific packet processing to the data traffic.

For example, as part of establishing a subscriber session
for a wireless device requesting services of the wireless local
area network (LAN) access network, the wireless access
gateway device selects one of the multiple forwarding units
to anchor the subscriber session and thus process subscriber
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data traffic associated with the subscriber session. In one
example implementation, to facilitate internal steering of
upstream subscriber data traffic to the anchor forwarding
unit for the subscriber session, in response to an Address
Resolution Protocol (ARP) request issued by the wireless
device to resolve the default gateway layer 3 (L3) address of
the wireless access gateway, the wireless access gateway
replies with an [.2 address for the wireless device that is
associated with the anchor forwarding unit but not associ-
ated with any of the other forwarding units, i.e., unique to
the anchor forwarding unit. Consequently, any forwarding
unit of the multiple forwarding units that receives subscriber
data traffic for the subscriber session may determine the
anchor forwarding unit using the destination [.2 address of
the subscriber data traffic and then internally steer the
subscriber data traffic to the anchor forwarding unit. Because
the number of forwarding units of a wireless access gateway
can be many orders of magnitude smaller than the number
of'unique wireless devices accessing network services by the
wireless access gateway, internally steering subscriber data
traffic using destination [.2 addresses rather than source L3
addresses for the wireless devices may in this way reduce
time and resources needed for anchoring forwarding unit
lookups.

In one aspect, a method performed by a wireless access
gateway of a wireless local area network (WL AN) access
network includes receiving, from a wireless endpoint device,
a packet by an ingress forwarding unit of a plurality of
forwarding units internal to the wireless access gateway,
wherein each of the plurality of forwarding units is uniquely
associated with a different layer 2 (I.2) address, wherein the
wireless access gateway includes an upstream interface for
a mobility tunneling protocol to a mobile gateway of a
mobile service provider network. The method also includes
determining, by the ingress forwarding unit, a destination [.2
address of the packet. The method further includes deter-
mining, by the ingress forwarding unit and for the packet
received from the wireless endpoint device, an anchor
forwarding unit of the plurality of forwarding units that is
uniquely associated with the destination [.2 address of the
packet received from the subscriber device. The method also
includes forwarding the packet from the ingress forwarding
unit to the anchor forwarding unit based at least on deter-
mining the anchor forwarding unit. The method further
includes processing, by the anchor forwarding unit, the
packet using a subscriber session context for a subscriber
session associated with the packet.

In another aspect, a wireless access gateway for a wireless
local area network access network comprises a plurality of
forwarding units internal to the wireless access gateway,
wherein each of the plurality of forwarding units internal to
the wireless access gateway is uniquely associated with a
different layer 2 (L.2) address. The wireless access gateway
also comprises an upstream interface for a mobility tunnel-
ing protocol to a mobile gateway of a mobile service
provider network. An ingress one of the plurality of for-
warding units is configured to receives a packet from a
wireless endpoint device. The ingress forwarding unit is also
configured to determine a destination [.2 address of the
packet. The ingress forwarding unit is also configured to
determine, for the packet received from the wireless end-
point device, an anchor forwarding unit of the plurality of
forwarding units that is uniquely associated with the desti-
nation [.2 address of the packet received from the wireless
endpoint device. The ingress forwarding unit is also con-
figured to forward the packet to the anchor forwarding unit
based at least on determining the anchor forwarding unit.
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The anchor forwarding unit is configured to process the
packet using a subscriber session context for a subscriber
session associated with the packet.

In another aspect, a non-transitory computer-readable
medium stores instructions. The instructions cause one or
more programmable processors to receive, by wireless
access gateway for a wireless local area network access
network, the wireless access gateway comprising a plurality
of internal forwarding units, a packet from a wireless
endpoint device at an ingress forwarding unit of the plurality
of forwarding units, wherein each of the plurality of for-
warding units is uniquely associated with a different layer 2
(L2) address, and wherein the wireless access gateway
includes an upstream interface for a mobility tunneling
protocol to a mobile gateway of a mobile service provider
network. The instructions further cause the programmable
processors to determine, by the ingress forwarding unit, a
destination [.2 address of the packet. The instructions also
cause the programmable processors to determine, by the
ingress forwarding unit and for the packet received from the
wireless endpoint device, an anchor forwarding unit of the
plurality of forwarding units that is uniquely associated with
the destination [.2 address of the packet received from the
subscriber device. The instructions further cause the pro-
grammable processors to forward the packet from the
ingress forwarding unit to the anchor forwarding unit based
at least on determining the anchor forwarding unit. The
instructions also cause the programmable processors to
process, by the anchor forwarding unit, the packet using a
subscriber session context for a subscriber session associ-
ated with the packet.

The details of one or more embodiments of the invention
are set forth in the accompanying drawings and the descrip-
tion below. Other features, objects, and advantages of the
invention will be apparent from the description and draw-
ings, and from the claims.

BRIEF DESCRIPTION OF DRAWINGS

FIG. 1 is a block diagram illustrating an example network
system in which a wireless access gateway with a decen-
tralized forwarding plane operates in accordance with the
described techniques.

FIG. 2 is a block diagram illustrating an example wireless
access gateway that internally steers subscriber data traffic
according to techniques described in this disclosure.

FIG. 3 is a flowchart illustrating an example mode of
operation of a network system that includes a wireless
access gateway having a plurality of forwarding units,
according to techniques described herein.

FIG. 4 is a flowchart illustrating an example mode of
operation for a wireless access gateway connected to a
wireless local area network (WLAN) access network and
having a plurality of forwarding units for packet forwarding/
processing.

Like reference characters denote like elements throughout
the figures and text.

DETAILED DESCRIPTION

FIG. 1 is a block diagram illustrating an example network
system in which a wireless access gateway with a decen-
tralized forwarding plane operates in accordance with the
described techniques. In the example of FIG. 1, network
system 2 includes network components that enable a wire-
less endpoint device 4 (or more simply, “wireless device 4”)
to attach to a wireless local area network (WLAN) access
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network 11 that provides network access services to packet
data network (PDN) 12 by mobile service provider network
9 (hereinafter, “SP network 9”). Network system 2 includes
an example SP network 9 having a cellular network 6 that
allows data communications between wireless device 4 and
PDN 12. SP network 9 is an example of a Public Land
Mobile Network (PLMN) and may be a Home PLMN for a
subscriber associated with wireless device 4.

Packet data network 12 supports one or more packet-
based services that are available for request and use by
wireless device 4. As examples, PDN 12 may provide, for
example, bulk data delivery, voice over Internet protocol
(VoIP), Internet Protocol television (IPTV), Short Messag-
ing Service (SMS), Wireless Application Protocol (WAP)
service, or customer-specific application services. Packet
data network 12 may include, for instance, a local area
network (LAN), a wide area network (WAN), the Internet,
a virtual LAN (VLAN), an enterprise LAN, a layer 3 virtual
private network (VPN), an Internet Protocol (IP) intranet
operated by the mobile service provider that operates SP
network 9, an enterprise IP network, or some combination
thereof. In various embodiments, PDN 12 is connected to a
public WAN, the Internet, or to other networks. Packet data
network 12 executes one or more packet data protocols
(PDPs), such as IP (IPv4 and/or IPv6), X.25 or Point-to-
Point Protocol (PPP), to enable packet-based transport of
PDN 12 services.

Wireless device 4 represents any mobile communication
device that supports local wireless (e.g., “WiFi”) network
access, e.g., by way of a wireless LAN interface using any
of the IEEE 802.11 communication protocols. Wireless
device 4 may optionally support cellular radio access for
communication with base station 14 that represents a radio
access network of SP network 9. Wireless device 4 may
represent, for example, a mobile telephone; a laptop, tablet,
or other mobile computer optionally including, e.g., a 3G/4G
wireless card; a smart phone; or a personal data assistant
(PDA) having WLAN communication and optional cellular
communication capabilities. Wireless device 4 may run one
or more software applications, such as VoIP clients, video
games, videoconferencing, E-mail, and Internet browsers,
among others. Certain applications running on wireless
device 4 may require access to services offered by PDN 12,
such as mobile calls, video games, videoconferencing, and
email, among others. Wireless device 4 may also be referred
to, in various architectural instances, as a User Equipment
(UE) or a mobile station (MS). One example of a wireless
device is described in U.S. patent application Ser. No.
12/967,977, filed Dec. 14, 2010, and entitled “MULTI-
SERVICE VPN NETWORK CLIENT FOR WIRELESS
DEVICE,” incorporated herein by reference. Wireless
device 4 may optionally store a unique identifier such as an
International Mobile Subscriber Identity (IMSI) or an Inter-
national Mobile Equipment Identity (IMEI) stored, for
instance, in a subscriber identity module (SIM) or in a
memory or integrated circuit of wireless device 4.

A service provider operates SP network 9 to provide
network access, data transport and other services. SP net-
work 9 includes base station 14 and cellular network 6. In
some instances, SP network 9 includes PDN 12 that, in such
instances, offers service provider IP services such as IP
Multimedia Subsystem (IMS), Packet Switch Streaming
(PSS), and/or Multimedia Broadcast/Multicast Service
(MBMS) User Service.

The service provider provisions and operates cellular
network 6 to provide cellular-based network access, data
transport and other services to cellular mobile devices,
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which may include wireless device 4. In general, cellular
network 6 may implement any commonly defined cellular
network architecture including those defined by standards
bodies, such as the Global System for Mobile communica-
tion (GSM) Association, the 3’7 Generation Partnership
Project (3GPP), the 3" Generation Partnership Project 2
(3GPP/2), the Internet Engineering Task Force (IETF), and
the Worldwide Interoperability for Microwave Access (Wi-
MAX) forum. For example, cellular network 6 may repre-
sent one or more of a GSM architecture, a General Packet
Radio Service (GPRS) architecture, a Universal Mobile
Telecommunications System (UMTS) architecture, and an
evolution of UMTS referred to as Long Term Evolution
(LTE), each of which are standardized by 3GPP. Cellular
network 6 may, alternatively or in conjunction with one of
the above, implement a code division multiple access-2000
(“CDMA2000”) architecture. Cellular network 6 may, again
as an alternative or in conjunction with one or more of the
above, implement a WiMAX architecture defined by the
WiMAX forum. As used herein, “cellular-based services” or
“3GPP-based services” refer to services, including network
access, provided by any of the above or similar architec-
tures. By contrast, non-cellular-based services or “non-
3GPP-based services” refer to services provided by other
architectures, such as WLAN access network architectures
represented by wireless LAN access network 11 (alterna-
tively, “WLAN access network 117).

Cellular network 6 includes mobile gateway 22 that
operates as a gateway to PDN 12 by Gi/SGi interface 28
over a physical communication link and in various other
examples may operate as a gateway to other PDNs. Mobile
gateway 22 may represent a Gateway GPRS Support Node
(GGSN), PDN Gateway (PGW), Packet Data Gateway
(PDG), and/or other mobile access gateway to a packet data
network. Mobile gateway 22 may provide packet routing
and switching, as well as mobility management, authenti-
cation, and subscriber session management for wireless
device 4 using a “subscriber session.” The packet-switched
services provided by mobile gateway 22 may further include
call handling services, signaling, billing, and internetwork-
ing between cellular network 6 and external networks, such
as PDN 12.

Wireless LLAN access gateway 16 (illustrated and
described hereinafter as “wireless access gateway 16”) in
cooperation with mobile gateway 22 establishes a subscriber
session for wireless device 4 that determines operations
performed by mobile gateway 22 and wireless access gate-
way 16 on subscriber packets associated with the subscriber
session. In general, a subscriber session comprises one or
more packet flows for a given wireless device 4 and is an
association between SP network 9 and wireless device 4 (or
any other wireless device) that is identifiable by a combi-
nation of a wireless device 4 PDP address and an Access
Point Name (APN) for a service provided by PDN 12,
although SP network 9 may use a default APN in cases
where wireless device 4 or a subscriber profile for wireless
device 4 does not specify an APN. A subscriber session
(alternatively referred to herein as a “connectivity access
network (CAN) session,” “service session,” or “session”) is
thus a service-specific (as specified by the APN) session for
a service provided to the associated one of wireless device
4. In an IP-based SP network 9, a subscriber session is an
IP-CAN session.

In the illustrated example, a subscriber associated with
wireless device 4 connects to wireless LAN access network
11 to receive data services. Wireless LAN access network 11
may be considered by SP network 9 as a trusted non-3GPP
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access network and may represent, for example, a WLAN or
Wi-Fi network using any of the IEEE standards that govern
wireless networking transmission methods, such as IEEE
802.1a, 802.11b, 802.11g, and/or 802.11n. While described
as a “wireless” LAN access network 11, wireless LAN
access network 11 may further include wired (or “wireline”)
communication links and intermediate network devices that
communicatively couple access points 21 and wireless
access gateway 16. In the example of FIG. 1, wireless LAN
access network 11 includes access points 21A-21K (collec-
tively, “access points 21”), to which wireless device 4 can
attach in order to access the services available through PDN
12. As illustrated in FIG. 1, wireless device 4 attaches to
wireless LAN access network 11 by access point 21A.
Wireless LAN access network 11 may include one or more
wireless LAN controllers (WLCs) (not shown) that each
aggregates one or more of access points 21 and may perform
association and/or authentication of wireless device 4 as
well as switching packets between wireless clients and wired
portions of wireless LAN access network 11.

WLAN access network 11 also includes wireless access
gateway 16 that interfaces to mobile gateway 22 to provide
wireless device 4 with access to SP network 9. Wireless
access gateway 16 may additionally authenticate wireless
device 4 using AAA server 13 of SP network 9 to provide
trusted access to SP network 9. In some examples, wireless
access gateway 16 may represent a SaMOG-based gateway.
SaMOG techniques are described further in “Study on S2a
Mobility based On GTP & WLAN access to EPC
(SaMOG),” 3rd Generation Partnership Project, Technical
Specification Group Services and System Aspects, Stage 2
(Release 11), which is incorporated by reference in its
entirety herein. In some cases, the service provider of SP
network 9 operates and manages the wireless access gate-
way 16. In such cases, the wireless access gateway 16 may
be considered a component of SP network 9. In some cases,
wireless access gateway 16 is part of an enterprise network
that, e.g., contracts with SP network 9 to receive network
services.

Wireless access gateway 16 interfaces to mobile gateway
22 and AAA server 13 by S2a interface 17 and STa interface
15, respectively. STa interface 15 (also referred to as an STa
reference point) connects WLAN access network 11 with
AAA server 15 and transports access authentication, autho-
rization, and optionally mobility parameters and charging-
related information. S2a interface 17 and STa interface 15
may operate over a backhaul IP network connecting wireless
access gateway 16 and mobile gateway 22. S2a interface 17
(also referred to as an S2a reference point) is an interface for
a mobility tunneling protocol such as GPRS Tunneling
Protocol (GTP) or Proxy Mobile IP (PMIP) interface and is
thus similar to a Gn interface of a UMTS network or to an
S5/88 interface of an LTE network. S2a interface 17 is
described hereinafter as GTP-based. In some cases, S2a
interface 17 represents an S2b and/or SWn reference point/
interface, or other identified interface for another mobility
tunneling protocol. Wireless access gateway 16 may thus
incorporate and perform both the Trusted WLAN AAA
Proxy (TWAP) and Trusted WLAN Access Gateway
(TWAG) functions for alternate access network 11.

Wireless access gateway 16 includes a decentralized data
or forwarding plane in that packet processing/forwarding
functionality is distributed among a plurality of forwarding
units 10A-10N (collectively, “forwarding units 10”). For-
warding units 10 internally forward subscriber data traffic
among one another from an ingress interfaces for the traffic
to egress interfaces for the traffic. Reference herein to
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“subscriber data traffic” or simply “data traffic” refers to one
or more data packets associated with wireless device 4 and
a corresponding subscriber to SP network 9. A subscriber to
SP network 9 may include any individual or entity receiving
services from SP network 9 and not merely those having a
pre-existing contractual relationship with the service pro-
vider. At least one of forwarding units 10 includes an
interface with WLAN access network 11, and at least one of
forwarding units 10 implements S2a interface for exchang-
ing encapsulated subscriber data traffic with mobile gateway
22.

Each of forwarding units 10 includes hardware or a
combination of hardware and software that forwards sub-
scriber data traffic, in accordance with forwarding informa-
tion, between WLAN access network 11 and mobile gate-
way 22. One or more physical interface cards (PICs)
together with one or more packet processors reside on each
of forwarding units 10, which are insertable within the
wireless access gateway 16 chassis. Each forwarding unit 10
thus presents a network interface for sending and receiving
subscriber data traffic and also includes packet processing
capabilities to enable subscriber data packet processing with
respect to subscriber sessions to perform aspects of wireless
access gateway functionality. However, as described below
with respect to FIG. 2, the term “forwarding unit” may in
some cases refer to a packet processor of a line card
insertable within the wireless access gateway 16 chassis.

Subscriber session contexts 26A-26N (collectively, “ses-
sion contexts 26) stored by respective forwarding units
10A-10N include, for one or more subscriber sessions
anchored by the respective forwarding unit, session context
information (or “session data™) that specifies data plane
operations for subscriber data traffic associated with the
subscriber session. Session contexts 26B of forwarding unit
10B stores, for example, context data for one or more
subscriber sessions anchored by forwarding units 10B. A
forwarding unit 10 “anchors” a subscriber session in the
decentralized data plane of wireless access gateway 16 by
processing subscriber data traffic associated with the sub-
scriber session using the context data of a session context 26
for the subscriber session to perform the specified data plane
operations. For example, forwarding unit 10A may receive,
from WL AN access network 11, a packet associated with a
subscriber session anchored by forwarding unit 10B. For-
warding unit 10 A therefore internally forwards the packet to
forwarding unit 10B for processing using context data of a
session context of session contexts 26B. Forwarding unit
10B may output the packet on an interface associated with
forwarding unit 10B or, if necessary, internally forward the
packet to another forwarding unit 10 (e.g., forwarding unit
10N) that is associated with the output interface determined
for the packet. Forwarding units 10 include respective data
link or layer 2 (I.2) addresses 25A-25N (collectively, “L.2
addresses 25”) that identify the forwarding units 10 to one
another. Each of 1.2 addresses 25 may represent a MAC
address. In this way, each of L2 addresses 25 is associated
with one and only one of forwarding units 10.

In accordance with techniques described herein, wireless
access gateway 16 dynamically selects forwarding unit 10N,
in this example, to anchor the subscriber session for wireless
device 4 and provides, to wireless device 4, the .2 address
25N for forwarding unit 10N to use as the [.2 address for
wireless access gateway 16. Wireless access gateway 16
may provide the L2 address 25N to wireless device 4 in
reply 27, which may represent an Address Resolution Pro-
tocol (ARP) reply. Each of forwarding units 10 that receive
L2 packets from wireless LAN network 11 internally steer
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the [.2 packets to corresponding, anchoring ones of forward-
ing units 10 according the destination [.2 addresses of the [.2
packets, which will be 1.2 addresses 25 that identify the
anchoring forwarding units 10 for the [.2 packets. As a
result, regardless of which of forwarding units 10 receives
subscriber data traffic for wireless device 4 (i.e., is an ingress
forwarding unit 10 for such subscriber data traffic), forward-
ing units 10 may steer the subscriber data traffic for a
subscriber session to the anchoring forwarding unit 10 of a
wireless access gateway using the [.2 destination address of
the data traffic.

Accordingly, in the illustrated example, forwarding unit
10A receives subscriber data traffic in the form of an L2
packet 29 sourced by wireless device 4 and destined for 1.2
address 25N. L2 packet may in some cases represent a
virtual LAN packet (IEEE 802.1q) for a virtual LAN imple-
mented by wireless LAN access network 11. Forwarding
unit 10A determines that the destination L2 address for the
L2 packet 29 is .2 address 25N, determines the [.2 address
25N is associated with forwarding unit 10N, and internally
steers (i.e., forwards) the [.2 packet 29 to forwarding unit
10N for processing using subscriber sessions 26A. Because
the number of forwarding units 10 of wireless access gate-
way 16 can be many orders of magnitude smaller than a
number of unique wireless devices accessing network ser-
vices by wireless access gateway 16, internally steering
subscriber data traffic using destination 1.2 addresses rather
than source L3 addresses for the wireless devices may in this
way reduce time and resources needed for anchoring for-
warding unit lookups.

FIG. 2 is a block diagram illustrating an example wireless
access gateway that internally steers subscriber data traffic
according to techniques described in this disclosure. In this
example, wireless access gateway 16 is divided into two
logical or physical “planes™ to include a first control plane
30A and a second “data” or “forwarding” plane 30B. That is,
wireless access gateway 16 implements two separate func-
tionalities, e.g., the routing/control and forwarding/data
functionalities using physically separated hardware compo-
nents that either statically implement the functionality in
hardware or dynamically execute software to implement the
functionality.

Control plane 30A is a decentralized control plane in that
control plane functionality is distributed among routing unit
32 and a plurality of subscriber management service units
40A-40K (illustrated as “service units 40”). Similarly, data
plane 30B in this example is a distributed data plane in that
packet processing and forwarding functionality is distrib-
uted among a plurality of forwarding units 10A-10N (illus-
trated as “twdg. units 10A-10N” and collectively referred to
as “forwarding units 10”) internal to wireless access gate-
way 16. Each of routing unit 32, subscriber management
service units 40, and forwarding units 10 may include one or
more processors (not all processors shown in FIG. 2) that
execute software instructions, such as those used to define a
software or computer program, stored to a computer-read-
able storage medium (not shown in FIG. 2), such as non-
transitory computer-readable mediums including a storage
device (e.g., a disk drive, or an optical drive) or a memory
(such as Flash memory, random access memory or RAM) or
any other type of volatile or non-volatile memory, that stores
instructions to cause the one or more processors to perform
the techniques described herein. Alternatively or addition-
ally, each of routing unit 32, subscriber management service
units 40, and forwarding units 10 may include dedicated
hardware, such as one or more integrated circuits, one or
more Application Specific Integrated Circuits (ASICs), one
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or more Application Specific Special Processors (ASSPs),
one or more Field Programmable Gate Arrays (FPGAs), or
any combination of one or more of the foregoing examples
of dedicated hardware, for performing the techniques
described herein.

Switch 56 couples routing unit 32, subscriber manage-
ment service units 40, and forwarding units 10 to deliver
data units and control messages among the units. Switch 56
may represent an internal switch fabric or cross-bar, bus, or
link. Examples of high-speed multi-stage switch fabrics
used as a data plane to relay packets between units within a
router are described in U.S. Patent Application 2008/
0044181, entitled “MULTI-CHASSIS ROUTER WITH
MULTIPLEXED OPTICAL INTERCONNECTS.” The
entire contents of U.S. Patent Application 2008/0044181 are
incorporated herein by reference. Switch 56 may implement
an Ethernet or other type of L.2 network.

Data plane 30B represents hardware or a combination of
hardware and software that forward network traffic in accor-
dance with forwarding information. In the example wireless
access gateway 16 of FIG. 2, data plane 30B includes
forwarding units 10 that provide high-speed forwarding of
subscriber data traffic received by interface cards 50A-50N
(“IFCs 50”) by WLAN access network interfaces 60 AND
S2a reference point 17. More particularly, interface cards
50A, 50B interface with WLAN access network interfaces
60, and forwarding units 10A, 10B therefore implement
interfaces for .2 forwarding between wireless access gate-
way 16 and downstream access points and/or WLCs. Inter-
face cards 50N interface with reference point S2a connect-
ing wireless access gateway 16 to a mobile gateway, and
forwarding unit 10N therefore implements protocol inter-
faces for user plane tunneling and tunnel management
between wireless access gateway 16 and a mobile gateway
(e.g., mobile gateway 22 of FIG. 1). Each of interface cards
50 includes one or more outbound interfaces that couple to
physical communication links to external devices that are
capable of carrying subscriber control and data traffic.

Forwarding units 10 receive and forward control and data
packets via switch 56 along internal forwarding paths to
anchoring units for the control and data packets. Forwarding
units 10 may each include one or more packet forwarding
engines (“PFEs”) coupled to one or more interface cards 50
and may each represent, for example, a dense port concen-
trator (DPC), modular port concentrator (MPC), flexible
physical interface card (PIC) concentrator (FPC), or another
line card, for example, that is insertable within a wireless
access gateway 16 chassis or combination of chassis. In
some cases, reference to a “forwarding unit” refers to a
single packet processor (e.g., a PFE) of a line card and in
such cases a single line card may have one or more for-
warding units. Interface cards 50A, for instance, may
include multiple PICs that each includes one or more
inbound/outbound interfaces.

Each of forwarding units 10 may include substantially
similar components to perform substantially similar func-
tionality, said components and functionality being described
hereinafter primarily with respect to forwarding unit 10A.
Internally, each of forwarding units 10 may include a unique
identifier that identifies the forwarding unit to other com-
ponents of wireless access gateway 16. Forwarding units 10
identifiers may include an index, slot, identifying string,
internal IP address, interface identifier such as an outbound
interface identifier, or link layer address, for instance. In
some embodiments, inbound and outbound interfaces (e.g.,
ports) of interface cards 50 may be specified by identifying
the port type, a slot in a wireless access gateway 16 chassis
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for the corresponding one of forwarding units 10, a PIC, and
a port number. For example, GigE-3/1/2 identifies port 2 of
PIC 1 on the one forwarding units 10 that occupies slot 3 in
the wireless access gateway 16 chassis, and the port is a
Gigabit Ethernet port.

Forwarding unit 10 A includes a packet processor 48 A that
receives control and data session traffic via IFC card 50A
and, if necessary, internally forwards the traffic to the
anchoring one of subscriber management service units 40
(control traffic) or to the anchoring one of forwarding units
10 (data traffic) according to internal routes installed to
forwarding information base 54 A. Further details regarding
internal packet forwarding are found in U.S. patent appli-
cation Ser. No. 13/248,834, filed Sep. 9, 2011 and entitled
“MOBILE GATEWAY HAVING REDUCED FORWARD-
ING STATE FOR ANCHORING MOBILE SUBSCRIB-
ERS,” the entire contents being incorporated by reference
herein.

According to the techniques herein described, forwarding
units 10 may be configured with respective [.2 addresses 25.
Resource manager 38 of routing unit 32 may configure
forwarding units with [.2 addresses 25. Each of .2 addresses
25 is a MAC or other type of L2 address that forwarding
units 10 use to internally steer packets toward anchoring
forwarding units 10 by switch 56. Each of forwarding units
10 is configured with one of lookup tables 55A-55N.
Lookup table 55A maps at .2 addresses 25B-25N for at least
forwarding units 10B-10N to internal interfaces to at least
forwarding units 10B-10N. For example, lookup table 55
includes an entry that maps [.2 address 25N to an internal
interface to forwarding unit 10N. Internal interfaces may
include the unique identifiers described above, an Ethernet
interface, or other interface by which forwarding unit 10A
may forward data packets to any of forwarding units 10B-
10N.

Routing unit 32 of control plane 30A executes the routing
functionality of wireless access gateway 16. In this respect,
routing unit 32 represents hardware or a combination of
hardware and software of control that implements with
routing module 34 routing protocols by which routing
information, stored in a routing information base 36 (“RIB
36”), may be exchanged with other routers. RIB 36 may
include information defining a topology of a network, such
as aspects of network system 2 of FIG. 1, e.g., the network
between wireless access gateway 16 and mobile gateway 22.
Routing module 34 may resolve the topology defined by
routing information in RIB 36 to select or determine one or
more routes through the network. For each of the selected
routes, routing module 34 adds an entry to a route table that
may specity, for the selected route, one or more outhound
interfaces of various IFCs 50. The route table may be
implemented as a radix tree having nodes that each key to a
network address prefix, such as an IPv4/IPv6 network
address prefix, and specify an outbound interface for the
network address prefix. Routing module 34 may then update
data plane 30B with this forwarding information directly or
via resource manager 38, where forwarding units 10 of data
plane 30B store the forwarding information in respective
forwarding information bases 54 A-54N (“FIBs 547). Further
details of one example embodiment of a router can be found
in U.S. patent application Ser. No. 12/182,619, filed Jul. 30,
2008 and entitled “STREAMLINED PACKET FORWARD-
ING USING DYNAMIC FILTERS FOR ROUTING AND
SECURITY IN A SHARED FORWARDING PLANE,”
which is incorporated herein by reference.

Resource manager 38 of routing unit 32 allocates and
manages resources of wireless access gateway 16 among
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service units 40 and forwarding units 10. In addition,
resource manager 38 mediates communication among ser-
vice units 40 and other components of routing 32, in
particular, between session manager 44 and routing module
34 of routing unit 32.

Subscriber management service units 40 of control plane
30A may present a uniform L3 interface to downstream
devices and provide decentralized subscriber session setup
and management for wireless access gateway 16. The uni-
form L3 interface may include a single default gateway [.3
(e.g., IPv4 or 1IPv6) address for wireless access gateway 16
for a WLAN access network. Thus, for example, all of
subscriber management service units 40 may be addressable
by the same IP address, and control messages destined for
the same IP of subscriber management service units 40 may
therefore be handled by any of the service units. Internally,
each of subscriber management service units 40 may include
a unique identifier that identifies the service unit to other
components of wireless access gateway 16. Subscriber man-
agement service units 40 identifiers may include, for
example, an index, slot, identifying string, internal IP
address, or link layer address. Subscriber management ser-
vice units 40 may each represent, for example, a packet
forwarding engine (PFE) or other component of a physical
interface card insertable within one or more chassis of
wireless access gateway 16. The physical interface card may
be, for instance, a multi-services dense port concentrator
(MS-DPC). One or more of subscriber management service
units 40 may also each represent a co-processor executing
on a routing node, such as routing unit 32. Subscriber
management service units 40 may be alternatively referred
to as “service PICs” or “service cards.” Each of subscriber
management service units 40 includes substantially similar
components to perform substantially similar functionality,
said components and functionality being described herein-
after with respect to subscriber management service unit
40A (hereinafter, “service unit 40A”). Additional details
regarding handling subscriber sessions with a decentralized
control plane of multiple subscriber management service
units may be found in U.S. patent application Ser. No.
13/172,556, entitled “MOBILE GATEWAY HAVING
DECENTRALIZED CONTROL PLANE FOR ANCHOR-
ING SUBSCRIBER SESSIONS,” filed Jun. 29, 2011, the
entire contents being incorporated herein. In some examples,
wireless access gateway 16 includes a less decentralized
architecture and may include one or zero service units 40. In
some cases, functionality attributed to service unit 40A may
be performed by routing unit 32 or a control unit that does
not execute routing protocols.

Session manager 44A of service unit 40A establishes
sessions, requested by a subscriber via a WLAN access
network for which wireless access gateway 16 operates as a
network gateway, and manages the sessions once estab-
lished. Each of subscriber management service units 40
includes an instance of session manager 44 and may there-
fore independently execute control plane protocols 46
required to establish a requested session for a subscriber. In
this sense, the subscriber management service units 40
provide a form of a decentralized control plane for managing
subscriber communication sessions. As a result, the wireless
access gateway 16 may achieve increased scalability to
handle thousands or millions of concurrent communication
sessions from wireless devices accessing the WLAN access
network.

Session manager 44 receives requests to create or update
subscriber sessions and responsively creates or updates the
sessions by executing control protocols 46 to receive session
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context information. In the illustrated example, IFC 50A of
forwarding unit 10 receives 1.3 attach trigger 61, which
packet processor 48A directs to service unit 40A via switch
56 in accordance with internal forwarding information in
FIB 54A. L3 attach trigger 61 may represent a DHCP
discover message, a DHCP request message, or a Router
Solicitation or link layer Duplicate Address Request for
1Pv6, for instance. 1.3 attach trigger 61 indicates to wireless
access gateway that a wireless device associated with the .3
attach trigger 61 is requesting attachment (or has already
attached) to receive L3 services from wireless access gate-
way 16 and, by extension, from a mobile service provider
network in some cases.

To create and anchor the requested session in session
contexts 26A, session manager 44A authenticates and
receives profile information for a subscriber and/or sub-
scriber service identified in the request by executing AAA
46A. Session manager 44A may request or allocate an IP
address from a DHCP server for the requested session by
executing DHCP 46B. Session manager 44A may, e.g.,
implement a DHCP relay agent or DHCP a server in order
to receive and/or serve a L3 address to the requesting
wireless device. Session manager 44A may receive the L3
PDP address for requesting wireless device in a Create
Session Response or Create PDP Context Response.

Session manager 44A may also negotiate with mobile
service provider network devices such a mobile gateway 22
of FIG. 1, using GTP-C 46C messages, to create or modify
a set of one or more bearers that carry service traffic for the
requested session in GTP-U tunnels on a GTP-based or other
mobility protocol-based interface between wireless access
gateway 16 and a mobile service provider network. In this
way, session manager 44 A establishes session contexts 26A
with session context information for the subscriber session
associated with L3 attach trigger 61. These control protocols
are described merely as examples, and session manager 44A
may execute other protocols related to charging, for
example, to receive additional session context information
for the session, or other protocols for mobility management,
attachment, [.3 address allocation and assignment, and so
forth.

The new session context stored in session contexts 26A
for the subscriber session associated with L3 attach request
61 stores at least session context information either gener-
ated by or received by wireless access gateway 16 by
executing control protocols 46. The session context infor-
mation defines the operations to be performed on subscriber
data traffic associated with the corresponding subscriber
session. Such session context information may include, for
example, the PDP (e.g., IP) address allocated by a DHCP
server or another entity for the wireless device for use in
sending and receiving subscriber packets, forwarding infor-
mation used by forwarding units 10 in forwarding subscriber
packets such as tunnel endpoint identifiers (TEIDs) and
identifiers/addresses for downstream service nodes, the
Access Point Name (APN) for the session, charging infor-
mation, and one or more quality of service (QoS) profiles for
the associated subscriber.

As control plane anchors for subscriber sessions, sub-
scriber management service units 40 handle configuration of
forwarding units 10 for constructing session-specific for-
warding paths for processing and forwarding subscriber data
traffic associated with the subscriber sessions. Session con-
texts 26A'-26N' (collectively, “session contexts 26") of
forwarding units 10 may each represent a subset of a chain
of forwarding next hops that determine the operations
applied to associated subscriber data traffic according to
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corresponding session contexts 26. Different session con-
texts of session contexts 26 A may be spread across multiple
session contexts 26' and thus multiple forwarding units 10.
Example details on subscriber management service units 40
constructing subscriber-specific forwarding paths within
forwarding units 10 can be found in Example details on
internal forwarding paths of forwarding units 10 can be
found in U.S. patent application Ser. No. 13/172,505,
entitled “VARIABLE-BASED FORWARDING PATH
CONSTRUCTION FOR PACKET PROCESSING WITHIN
A NETWORK DEVICE,” filed Jun. 29, 2011, the entire
contents being incorporated herein by reference.

Any one of forwarding units 10 may operate as an
anchoring forwarding unit for a particular one of session
contexts 26 to perform forwarding functionality on sub-
scriber packets associated with the corresponding subscriber
session. In other words, processing subscriber data traffic for
each of session contexts 26 may be handled by any of
forwarding units 10 (i.e., the anchor forwarding unit 10 for
the session and corresponding session context 26). The
respective anchor forwarding units for upstream and down-
stream subscriber data traffic for a subscriber session may be
the same forwarding unit or different forwarding units,
where “downstream” refers to toward end-user devices such
as wireless device 4 of FIG. 1 and “upstream” refers to
toward a mobility anchor point such as mobile gateway 22
of FIG. 1.

Packet processors 48A-48N (“packet processors 48”) of
respective forwarding units 10 apply respective session
contexts 26 to packets associated with subscriber sessions
anchored in the data plane by the forwarding unit 10 that
includes the packet processor. Each of packet processors 48
may represent computational components of a packet for-
warding engine or network processor, for instance, and
includes one or more general- or special-purpose processors,
ASICs, ASSPs, FPGAs, or other programmable logic for
forwarding packets in accordance with a corresponding one
of FIBs 54 and processing packets in accordance with a
corresponding one of session contexts 26. Packet processing
operations applied by network processors 48 may include
subscriber charging, firewall, protocol demultiplexing, tun-
nel encapsulation/decapsulation, internal forwarding, qual-
ity of service (QoS) policing, and route lookup operations.
Packet processors 48 may alternatively be referred to as
packet forwarding engines (PFEs).

In accordance with techniques of this disclosure, session
manager 44A selects as, as a data plane anchor for a newly
created or modified subscriber session, one of forwarding
units 10 and sends associated L2 address 25 for the selected
forwarding unit 10 (the “anchor forwarding unit 10”) to the
wireless device associated with the subscriber session in
order to cause the wireless device to direct L2 traffic toward
the associated 1.2 address 25 for the anchor forwarding unit
10. In the illustrated example, service unit 40A selects
forwarding unit 10N to anchor the subscriber session for [.3
attach trigger 61. Service unit 40A therefore issues reply
message 27 including [.2 address 25N associated with
forwarding unit 10N but not associated with any of the other
forwarding units 10. L2 address 25N may be a source [.2
address for reply message 27 and/or an [.2 address field of
reply message 27. Reply message 27 may represent an ARP
reply message.

In some cases, session manager 44A receives [.3 attach
trigger 61 and determines a previously selected anchor
forwarding unit 10 for the associated subscriber session. In
such cases, session manager 44A may determine a source L3
address of the L3 attach trigger 61 message and use the
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source [.3 address as a lookup key to session contexts 26 A
managed by session manager 44A. The session context in
session contexts 26A identifies the anchor forwarding unit
10N for the subscriber session, and session manager 44A
therefore returns [.2 address 25N in reply message 27.

Session manager 44A responds to a DHCP Discover
message issued by a wireless device that issues 1.3 attach
trigger 61 with a DHCP Offer message that provides a
default gateway [.3 address (e.g., a default gateway IP
address) for wireless access gateway 16. In some cases, the
provided default gateway 1.3 address is a loopback address
for wireless access gateway 16 that may map to multiple [.2
addresses, including, e.g., L.2 addresses 25. In other words,
rather than using an L3 address configured for any of the
physical ports for IFC’s 50 as a default gateway .3 address
for wireless access gateway 16, session manager 44A pro-
vides a virtual address for the wireless access gateway 16,
which may provide fault tolerance. Use of a loopback
address for wireless access gateway 16 as a default gateway
L3 address for the WLAN access network may result in
packets for all subscriber sessions being received by any of
IFCs 50A-50N.

Session manager 44A may apply a load balancing algo-
rithm to load balance instances of session contexts 26A
among different forwarding units 10. In other words, session
manager 44A may apply the load balancing algorithm when
selecting anchor forwarding units 10 for subscriber sessions.
Because session manager 44 A provides the [.2 addresses 25
to enable internal steering of [.2 packets to anchor forward-
ing units 10 for the 1.2 packets, session manager 44A may
use simple load balancing algorithms such as round-robin to
dynamically select anchor forwarding units 10 for subscriber
sessions. Moreover, session manager 44A may use existing
load balancing algorithms, for a subscriber session associ-
ated with any L3 address may be assigned by session
manager 44A to any one of forwarding units 10 regardless
of the L3 address and where the L3 address falls within a
certain range, for example.

Subsequently, forwarding unit 10A receives subscriber
data traffic from a WLAN access network in the form of an
L2 packet 58 that includes L3 traffic associated with the
subscriber session. Each of forwarding units 10 may be
configured with each of L2 addresses 25 such that each
forwarding unit 10 will ingress an .2 packet addressed to
any of .2 addresses 25. In other words, each forwarding unit
10 is configured to receive L2 packets addressed to any of
L2 addresses 25. Forwarding unit 10A determines the
anchor forwarding unit 10N by mapping the destination [.2
address to forwarding unit 10N using lookup table 55A, and
then internally forwards [.2 packet 58 by switch 56 to
forwarding unit 10N associated with 1.2 address 25N for
output via the outbound interface of corresponding IFCs 50
of the anchor forwarding unit 10N for the packet.

Packet processor 48N receives 1.2 packet 58 from switch
56, maps the [.2 packet 58 to a session context in session
contexts 26A and applies forwarding constructs to forward
the subscriber packets according to the session context data.
Anchor processing of the packets by packet processor 48N
may include encapsulating the subscriber packets using GTP
or PMIP, for instance, which may include setting the speci-
fied upstream TEID for the session within a GTP-U header,
and additionally encapsulating the GTP packet in an IP
header directing the packet toward the mobile gateway that
participates in implementing the EPS or other 3GPP bearer
for the subscriber session. Packet processor 48N may apply
FIB 54N to outer IP header to lookup the route and output
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the traffic on an outbound interface of IFCs 50N that
implements reference point S2a.

FIG. 3 is a flowchart illustrating an example mode of
operation of a network system that includes a wireless
access gateway having a plurality of forwarding units,
according to techniques described herein. The example of
FIG. 3 illustrates operation of wireless device 4, a wireless
access gateway 16, AAA server 13, and mobile gateway 22.
Wireless device 4 in conjunction with access point 32
perform authentication to AAA server 13 (102, 104). Wire-
less device 4, access point 32, and AAA server 13 may use
a form of EAP, such as EAP-TTLS or PEAP, as part of
WLAN 802.1x authentication.

Upon successful authentication of wireless device 4, AAA
server 16 optionally sends an APN for the subscriber to
wireless access gateway 16 in an Access-Accept message,
which may further include a ChargeableUserID (CUID)
made up of the IMSI/MSISDN and (optionally) the APN as
well as a derived Primary Master Key (PMK) as an encryp-
tion key (e.g., a Microsoft Point-to-Point Encryption
(MPPE) key) (105). Wireless access gateway 16 continues
establishment of the subscriber session for wireless device 4
by selecting, from among a plurality of forwarding units 10
of'the wireless access gateway 16, an anchor forwarding unit
10A associated with an [.2 address 25A (106).

To establish a subscriber session including a GTP-U
tunnel for a service (which may be identified in the Create
PDP-Context Request message by the optional APN or a
default APN), wireless access gateway 16 uses GTP-C
signaling and sends a Create PDP-Context Request message
to mobile gateway 22 (108), which responds with a Create
PDP-Context Response message including an IP address for
wireless device 4 (109). In the context of an LTE architec-
ture, GTP-C signaling may use Create Session Response/
Request messages between wireless access gateway 16 and
mobile gateway 22.

Wireless access gateway 16 may store an association
between the UE MAC address and the IP address returned
in the Create PDP-Context Response message in one of
session contexts 26N (110). Wireless access gateway 16 may
additionally forward an access accept message, e.g., a
RADIUS Access-Accept message, to the wireless LAN
access network 11 (111), which completes the authentication
with wireless device 4.

Wireless device 4 may then obtain the IP address assigned
by mobile gateway 22. In this example, wireless device 4
broadcasts a Dynamic Host Configuration Protocol (DHCP)
Discover message (112) that received by wireless access
gateway 16, which returns a DHCP Offer message that
includes the IP address for the wireless device 4 and may
include a default gateway IP address for wireless access
gateway 16 (114). Wireless device 4 issues a DHCP Request
message accepting the DHCP Offer (116), which is acknowl-
edged by wireless access gateway 16 in a DHCP Ack
message to complete the DHCP process and establish .3
connectivity (118).

Having an IP address, wireless access gateway 16 now
broadcasts an ARP Request with the default gateway IP
address for wireless access gateway 16 (120). Wireless
access gateway 16 responds with an ARP reply that specifies
the [.2 address 26A for forwarding unit 10A for use as a
destination [.2 address for wireless access gateway 16.

FIG. 4 is a flowchart illustrating an example mode of
operation for a wireless access gateway connected to a
wireless LAN access network and having a plurality of
forwarding units for packet forwarding/processing. The
example mode of operation is described with respect to
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components of wireless access gateway 16 of FIG. 2. Ingress
forwarding unit 10A of wireless access gateway 16 receives
apacket on an interface facing wireless LAN access network
11 (200). Ingress forwarding unit 10A determines the des-
tination [.2 address of the packet (202) and uses the desti-
nation [.2 address as a lookup key to lookup table 55A to
identify anchor forwarding unit 10N for the subscriber
session associated with the packet, where lookup table 55A
maps [2 addresses 25 to respective forwarding units 10
(204). Ingress forwarding unit 10A then internally forwards,
via switch 56, the packet to anchor forwarding unit 10N for
processing (206).

The techniques described herein may be implemented in
hardware, software, firmware, or any combination thereof.
Various features described as modules, units or components
may be implemented together in an integrated logic device
or separately as discrete but interoperable logic devices or
other hardware devices. In some cases, various features of
electronic circuitry may be implemented as one or more
integrated circuit devices, such as an integrated circuit chip
or chipset.

If implemented in hardware, this disclosure may be
directed to an apparatus such a processor or an integrated
circuit device, such as an integrated circuit chip or chipset.
Alternatively or additionally, if implemented in software or
firmware, the techniques may be realized at least in part by
a computer-readable data storage medium comprising
instructions that, when executed, cause a processor to per-
form one or more of the methods described above. For
example, the computer-readable data storage medium may
store such instructions for execution by a processor.

A computer-readable medium may form part of a com-
puter program product, which may include packaging mate-
rials. A computer-readable medium may comprise a com-
puter data storage medium such as random access memory
(RAM), read-only memory (ROM), non-volatile random
access memory (NVRAM), electrically erasable program-
mable read-only memory (EEPROM), Flash memory, mag-
netic or optical data storage media, and the like. In some
examples, an article of manufacture may comprise one or
more computer-readable storage media.

In some examples, the computer-readable storage media
may comprise non-transitory media. The term “non-transi-
tory” may indicate that the storage medium is not embodied
in a carrier wave or a propagated signal. In certain examples,
a non-transitory storage medium may store data that can,
over time, change (e.g., in RAM or cache).

The code or instructions may be software and/or firmware
executed by processing circuitry including one or more
processors, such as one or more digital signal processors
(DSPs), general purpose microprocessors, application-spe-
cific integrated circuits (ASICs), field-programmable gate
arrays (FPGAs), or other equivalent integrated or discrete
logic circuitry. Accordingly, the term “processor,” as used
herein may refer to any of the foregoing structure or any
other structure suitable for implementation of the techniques
described herein. In addition, in some aspects, functionality
described in this disclosure may be provided within software
modules or hardware modules.

Various embodiments have been described. These and
other embodiments are within the scope of the following
examples.

What is claimed is:

1. A method performed by a wireless access gateway of a
wireless local area network (WLAN) access network, the
method comprising:
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assigning each forwarding unit of a plurality of forward-
ing units a different gateway layer 2 (L.2) address from
a plurality of gateway 1.2 addresses that each identifies
the wireless access gateway as a gateway device that
terminates the WLAN access network at layer 2 and
provides access to a layer 3 (L.3) network for packets
destined to any of the gateway .2 addresses, wherein
the plurality of forwarding units are internal to the
wireless access gateway, and wherein the wireless
access gateway includes an upstream interface for a
mobility tunneling protocol operating over the L3 net-
work, wherein the upstream interface is to a mobile
gateway of a mobile service provider network;

selecting, by the wireless access gateway, an anchor
forwarding unit of the plurality of forwarding units to
anchor a subscriber session for a wireless endpoint
device;
sending, by the wireless access gateway to the wireless
endpoint device, the gateway L2 address assigned to
the anchoring forwarding unit to be used by the wire-
less endpoint device as a gateway L2 address for the
wireless access gateway;
receiving, by an ingress forwarding unit of the plurality of
forwarding units and from the wireless endpoint
device, a packet comprising a destination .2 address;

in response to determining, by the ingress forwarding
unit, the destination [.2 address of the packet matches
the gateway 1.2 address assigned to the anchor forward-
ing unit:

forwarding, by the ingress forwarding unit, the packet to

the anchor forwarding unit; and

processing, by the anchor forwarding unit using a sub-

scriber session context for the subscriber session for the
wireless endpoint device, the packet to remove the [.2
destination address and generate an encapsulated
packet having a mobility tunneling protocol header for
output via the upstream interface.

2. The method of claim 1, further comprising:

receiving, by the ingress forwarding unit from the wire-

less endpoint device, an address resolution protocol
request to resolve a default gateway layer 3 (L3)
address for the wireless access gateway;
determining, by the wireless access gateway and based on
a source L3 address of the address resolution protocol
request, the subscriber session for the wireless endpoint
device is anchored by the anchor forwarding unit; and

generating and sending, by the wireless access gateway to
the wireless endpoint device in response to determining
the subscriber session for the wireless endpoint device
is anchored by the anchor forwarding unit, an address
resolution protocol response that includes the gateway
L2 address assigned to the anchor forwarding unit to be
used, by the wireless endpoint device, as a gateway [.2
address for the wireless access gateway.

3. The method of claim 1, further comprising:

receiving, by the wireless access gateway, a dynamic host

configuration protocol request from the wireless end-
point device;

sending, by the wireless access gateway and in response

to the dynamic host configuration protocol request, a
dynamic host configuration protocol response that
includes a loopback layer 3 (L.3) address of the wireless
access gateway as a default gateway L3 address.

4. The method of claim 1, wherein the wireless access
gateway presents a uniform layer 3 (L3) interface compris-
ing a default gateway [.3 address for all subscriber sessions
attached to the wireless access gateway.
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5. The method of claim 1, wherein the packet does not
comprise mobility tunneling protocol encapsulation.

6. The method of claim 1, further comprising:

storing, to each forwarding unit of the plurality of for-
warding units, a lookup table having entries that map
the different gateway 1.2 addresses to the forwarding
units of the plurality of forwarding units as assigned;

mapping, by the ingress forwarding unit after determining
that the destination [.2 address of the packet matches
the gateway 1.2 address assigned to the anchor forward-
ing unit and using the lookup table stored to the ingress
forwarding unit, the destination .2 address of the
packet to the anchor forwarding unit.

7. The method of claim 1, wherein the wireless endpoint
device comprises a first wireless endpoint device having a
layer 3 (L3) address, the method further comprising:

tearing down the subscriber session;

sending, by the wireless access gateway, a message to a
second wireless endpoint device assigning the L3
address to the second wireless endpoint device;

selecting, by the wireless access gateway, a new anchor
forwarding unit of the plurality of forwarding units to
anchor the new subscriber session and associating the
L3 address with a new subscriber session, wherein the
new anchor forwarding unit is not the anchor forward-
ing unit; and

sending an [.2 address associated with the new anchor
forwarding unit to the second wireless endpoint device
to be used as a gateway [.2 address for the wireless
access gateway.

8. The method of claim 7, receiving a subsequent packet
by the ingress forwarding unit; determining, by the ingress
forwarding unit, a destination [.2 address of the subsequent
packet, wherein the subsequent packet includes a source L3
address that is the L3 address;

determining, by the ingress forwarding unit, the new
anchor forwarding unit that is associated with the
destination [.2 address of the subsequent packet;

forwarding the packet from the ingress forwarding unit to
the new anchor forwarding unit; and

processing, by the new anchor forwarding unit, the sub-
sequent packet using a subscriber session context for
the new subscriber session.

9. A wireless access gateway for a wireless local area
network (WLAN) access network, the wireless access gate-
way comprising:

a plurality of forwarding units internal to the wireless

access gateway; and

a routing unit configured to assign each forwarding unit of
the plurality of forwarding units a different gateway
layer 2 (L.2) address from a plurality of gateway L2
addresses that each identifies the wireless access gate-
way as a gateway device that terminates the WLAN
access network at layer 2 and provides access to a layer
3 (L3) network for packets destined to any of the
gateway L2 addresses,

a subscriber management service unit configured to select
an anchor forwarding unit of the plurality of forwarding
units to anchor a subscriber session for a wireless
endpoint device, and

wherein the subscriber management service unit is con-
figured to send, to the wireless endpoint device, the
gateway L2 address assigned to the anchoring forward-
ing unit to be used by the wireless endpoint device as
a gateway .2 address for the wireless access gateway;
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an upstream interface for a mobility tunneling protocol
operating over the [.3 network, wherein the upstream
interface is to a mobile gateway of a mobile service
provider network,

wherein an ingress forwarding unit of the plurality of

forwarding units is configured to receive, from the
wireless endpoint device, a packet comprising a desti-
nation L2 address,

wherein in response to a determination by the ingress

forwarding unit that the destination [.2 address of the
packet matches the gateway [.2 address assigned to the
anchor forwarding unit:

the ingress forwarding unit is configured to forward the

packet to the anchor forwarding unit, and

the anchor forwarding unit is configured to process, using

a subscriber session context for the subscriber session
for the wireless endpoint device, the packet to remove
the [.2 destination address and generate an encapsu-
lated packet having a mobility tunneling protocol
header for output via the upstream interface.

10. The wireless access gateway of claim 9, wherein the
ingress forwarding unit is configured to receive an address
resolution protocol request to resolve a default gateway
layer 3 (L3) address for the wireless access gateway,

wherein the wireless access gateway is configured to

determine, based on a source L3 address of the address
resolution protocol request, the subscriber session for
the wireless endpoint device is anchored by the anchor
forwarding unit; and

wherein the wireless access gateway is configured to

generate and send, to the wireless endpoint device in
response to determining the subscriber session for the
wireless endpoint device is anchored by the anchor
forwarding unit, an address resolution protocol
response that includes the gateway [.2 address assigned
to the anchor forwarding unit to be used, by the
wireless endpoint device, as a gateway 1.2 address for
the wireless access gateway.

11. The wireless access gateway of claim 9, wherein the
wireless access gateway is configured to receive a dynamic
host configuration protocol request from the wireless end-
point device, and

wherein the wireless access gateway is configured to

send, in response to the dynamic host configuration
protocol request, a dynamic host configuration protocol
response that includes a loopback layer 3 (I.3) address
of the wireless access gateway as a default gateway L3
address.

12. The wireless access gateway of claim 9, wherein the
wireless access gateway presents a uniform layer 3 (L3)
interface comprising a default gateway L3 address for all
subscriber sessions attached to the wireless access gateway.

13. The wireless access gateway of claim 9, wherein the
packet does not comprise mobility tunneling protocol encap-
sulation.

14. The wireless access gateway of claim 9, wherein the
routing unit is configured to store, to each of the forwarding
units of the plurality of forwarding units, a lookup table
having entries that map the different gateway 1.2 addresses
to the forwarding units as assigned, and

wherein the ingress forwarding unit is configured to map,

after determining that the destination [.2 address of the
packet matches the gateway [.2 address assigned to the
anchor forwarding unit and using the lookup table
stored to the ingress forwarding unit, the destination [.2
address of the packet to the anchor forwarding unit.
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15. The wireless access gateway of claim 9, wherein the
wireless endpoint device comprises a first wireless endpoint
device having a layer 3 (L.3) address,

wherein the subscriber management service unit is con-

figured to tear down the subscriber session,

wherein the subscriber management service unit is con-

figured to send a message to a second wireless endpoint
device assigning the 1.3 address to the second wireless
endpoint device,
wherein the subscriber management service unit is con-
figured to select a new anchor forwarding unit of the
plurality of forwarding units to anchor the new sub-
scriber session and associating the [.3 address with a
new subscriber session, wherein the new anchor for-
warding unit is not the anchor forwarding unit, and

wherein the subscriber management service unit is con-
figured to send an 1.2 address associated with the new
anchor forwarding unit to the second wireless endpoint
device to be used as a gateway L2 address for the
wireless access gateway.

16. The wireless access gateway of claim 15,

wherein the ingress forwarding unit is configured to

receive a subsequent packet,

wherein the ingress forwarding unit is configured to

determine a destination 1.2 address of the subsequent
packet, wherein the subsequent packet includes a
source L3 address that is the L3 address;

wherein the ingress forwarding unit is configured to

determine the new anchor forwarding unit that is asso-
ciated with the destination .2 address of the subsequent
packet,

wherein the ingress forwarding unit is configured to

forward the packet from the ingress forwarding unit to
the new anchor forwarding unit, and

wherein the new anchor forwarding unit is configured to

process the subsequent packet using a subscriber ses-
sion context for the new subscriber session.

17. A non-transitory computer-readable medium compris-
ing instructions for causing one or more programmable
processors of a wireless access gateway for a wireless local
area network access network to:

assign, to each forwarding unit of a plurality of forward-

ing units of the wireless access gateway, a different
gateway layer 2 (L2) address from a plurality of
gateway L2 addresses that each identifies the wireless
access gateway as a gateway device that terminates the
WLAN access network at layer 2 and provides access
to a layer 3 (L3) network for packets destined to any of
the gateway L2 addresses, wherein the plurality of
forwarding units are internal to the wireless access
gateway, and wherein the wireless access gateway
includes an upstream interface for a mobility tunneling
protocol to a mobile gateway of a mobile service
provider network;

select an anchor forwarding unit of the plurality of

forwarding units to anchor a subscriber session for a
wireless endpoint device;

send, to the wireless endpoint device, the gateway [.2

address assigned to the anchoring forwarding unit to be
used by the wireless endpoint device as a gateway [.2
address for the wireless access gateway;

receive, by an ingress forwarding unit of the plurality of

forwarding units and from the wireless endpoint
device, a packet comprising a destination .2 address;
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in response to a determination, by the ingress forwarding
unit, that the destination [.2 address of the packet
matches the gateway 1.2 address assigned to the anchor
forwarding unit:

forward, by the ingress forwarding unit, the packet to the

anchor forwarding unit; and

process, by the anchor forwarding unit using a subscriber

session context for the subscriber session for the wire-
less endpoint device, the packet to remove the L2
destination address and generate an encapsulated
packet having a mobility tunneling protocol header for
output via the upstream interface.

18. The non-transitory computer-readable medium of
claim 17, wherein the instructions cause the one or more
programmable processors to:

receive, by the ingress forwarding unit from the wireless

endpoint device, an address resolution protocol request
to resolve a default gateway layer 3 (I.3) address for the
wireless access gateway;

determining, based on a source L3 address of the address

resolution protocol request, the subscriber session for
the wireless endpoint device is anchored by the anchor
forwarding unit; and
generate and send, by the wireless access gateway to the
wireless endpoint device in response to determining the
subscriber session for the wireless endpoint device is
anchored by the anchor forwarding unit, an address
resolution protocol response that includes the gateway
L2 address assigned to be used, by the wireless end-
point device, as a gateway L2 address for the wireless
access gateway.
19. A method performed by a wireless access gateway of
a wireless local area network (WLAN) access network, the
method comprising:
assigning, to a plurality of forwarding units internal to the
wireless access gateway, respective, different gateway
layer 2 (L.2) addresses from a plurality of gateway [.2
addresses that each identifies the wireless access gate-
way as a gateway device that terminates the WLAN
access network at layer 2 and provides access to a layer
3 (L3) network for packets destined to any of the
gateway L2 addresses, wherein the wireless access
gateway includes an upstream interface for a mobility
tunneling protocol operating over the L3 network,
wherein the upstream interface is to a mobile gateway
of a mobile service provider network;
selecting an anchor forwarding unit of the plurality of
forwarding units to process packets associated with a
wireless endpoint device using a subscriber session
context for a subscriber session for the wireless end-
point device;
receiving, by an ingress forwarding unit of the plurality of
forwarding units and from the wireless endpoint
device, an address resolution protocol request to
resolve an L3 address of the wireless access gateway;

determining, based on a source L3 address of the address
resolution protocol request, the subscriber session for
the wireless endpoint device is anchored by the anchor
forwarding unit;

generating, in response to the address resolution protocol

request and determining the subscriber session for the
wireless endpoint device is anchored by the anchor
forwarding unit, an address resolution protocol
response that includes the gateway [.2 address assigned
to the anchor forwarding unit;

sending the address resolution protocol response to the

wireless endpoint device; and
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internally forwarding packets received from the wireless
endpoint device and comprising [2 destination
addresses that match the gateway L2 address assigned
to the anchor forwarding unit for processing, by the
anchor forwarding unit using the session context, to
remove the .2 destination addresses and generate
encapsulated packets each having a mobility tunneling
protocol header for output via the upstream interface.
20. A non-transitory computer-readable medium compris-

24

remove the .2 destination addresses and generate
encapsulated packets each having a mobility tunneling
protocol header for output via the upstream interface.

21. A system comprising:

a mobile service provider network including a mobile
gateway,

a wireless endpoint device;

a wireless local area network (WLAN) access network
including a wireless access gateway having an

upstream interface for a mobility tunneling protocol to
the mobile gateway, the wireless access gateway con-
figured to:

ing instructions for causing one or more programmable 10
processors of a wireless access gateway for a wireless local
area network access network to:

assign, to a plurality of forwarding units internal to the
wireless access gateway, respective, different gateway

assign, to a plurality of forwarding units internal to the
wireless access gateway, respective, different gateway
layer 2 (L.2) addresses from a plurality of gateway [.2

layer 2 (L2) addresses from a plurality of gateway L2 15 . . .
addresses that each identifies the wireless access gate- addresses that each 1dept1ﬁes the Wujeless access gate-
way as a gateway device that terminates the WLAN way as a gateway device that terminates the WLAN
access network at layer 2 and provides access to a layer access network at layer 2 and pr0V1.des access fo a layer
3 (L3) network for packets destined to any of the 3 (L3) network for packets.destlned to any of the
gateway L2 addresses, wherein the wireless access 20 gateway L2. e.lddressesf wherein the upstream interface
gateway includes an upstream interface for a mobility for the mobility tunneling protocol operates over the L3
tunneling protocol operating over the L3 network, ne?twork . . .
wherein the upstream interface is to a mobile gateway receive, from the wireless endpoint device, an address
of a mobile service provider network: resolution protocol request to resolve an [.3 address of
select an anchor forwarding unit of the plurality of 25 lthe w1re1esshaccefs § gate(:;vay; it of the plurali £
forwarding units to process, using a subscriber session s€ FCt and.anc or lorwarding mit of the p Léra IZ E
context for a subscriber session for a wireless endpoint orw la rding 3n1t§ to énro.cess pac ets assb001g§ wit t N
device, packets associated with the wireless endpoint wireless endpoint evice USINg @ SUBSCIIDEr SesS1on
device for tunneling to the mobile gateway via the context for a subscriber session for the wireless end-
upstream interface; 30 d point devlice; q 13 add £ the add
receive, by an ingress forwarding unit of the plurality of etermine, based on a source address ol the address
forwarding units and from the wireless endpoint resolution protocol request, the subscriber session for
device, an address resolution protocol request to the wireless endpoint device is anchored by the anchor
resolve an .3 address of the wireless access gateway; forward.lng unt; .
determine, based on a source L3 address of the address 33 generate, in response.to. the address .resolutlo.n protocol
resolution protocol request, the subscriber session for requi:st and ddetf:rmzimn.g th.e subsgrlbe(:ir Zesml?n for Itlhe
the wireless endpoint device is anchored by the anchor wireless endpoint device 1s anchored by the anchor
forwarding unit; forwarding unit, an address resolution protocol
generate, in response to the address resolution protocol response that includes t he gat.eway L.2 address assigned
request and determining the subscriber session for the 40 o the anchor forwardmg unit;
wireless endpoint device is anchored by the anchor send. the address. resoh.mon protocol response to the
forwarding unit, an address resolution protocol . wireless endpoint device; and. .
response that includes the gateway [.2 address assigned lmema“Y forwaljd packets recelx{efi from the erel.ess
to for the anchor forwarding unit; endpoint device and comprising [2 destination
send the address resolution protoéol response to the 45 addresses that match the gateway L2 addrgs s assigned
wireless endpoint device; and to the anchor forwarding unit for processing, by the
internally forwarding packets received from the wireless anchor forwarding unit using the session context, fo
endpoint device and comprising L2 destination remove the .2 destination addresses and generate
addresses that match the gateway L2 address assigned encapsulated packets each having a mobility tunneling
50 protocol header for output via the upstream interface.

to the anchor forwarding unit for processing, by the
anchor forwarding unit using the session context, to
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